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(§! Cisco AnyConnect Secure Mobility Client X

Untrusted Server Blocked!

AnyConnect cannot verify server: sslvpn.iums.ac.ir

Connecting to this server may result in a severe security compromise!
 Risks Explained

AnyConnect is configured to block untrusted servers by default. Most
users choose to keep this setting.

If this setting is changed, AnyConnect will no longer automatically
block connections to potentially malidous network devices.

Connection attempt has failed.

| sslvpn.iums.ac.ir
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Connection attempt has failed.

| sslvpn.iums.ac.ir
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@ Cisco AnyConnect Secure Mobility Client X

A Security Warning: Untrusted Server
Certificate!

AnyConnect cannot verify server: sslvpn.iums.ac.ir

Certificate has an invalid date.

Connecting to this server may result in a severe security compromise!

Security Risks Explained

Most users do not connect to untrusted servers unless the reason for
the error condition is known.
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(§' Cisco AnyConnect | sslvpn.iums.ac.ir X

% Please enter your username and password.
| —

Group: 'SSI_VPN v [

Username: | |

Password: | |




